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Abstract

The American Bar Association recently decided that attorneys are not violating the Model Rules of Professional Conduct by reviewing opposing parties’ electronic documents for metadata. The stance taken by the American Bar Association contradicts views from ethics committees in other jurisdictions that have determined that lawyers who examine metadata are acting unethically. This Article summarizes the American Bar Association’s decision, as well as the other opinions on metadata, to help practicing attorneys understand the proper ethical considerations they must make when determining whether to look into an electronic document’s metadata.
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INTRODUCTION

In August 2006, the American Bar Association (“ABA”) established that it is ethical for attorneys to examine (“mine”) metadata in the electronic documents they receive from opposing parties. According to the ABA, nothing in the Model Rules of Professional Conduct (“MPC” or “Model Rules”) prohibits attorneys from reviewing or using confidential information that could be found in this metadata. The ABA’s position opposes ethical decisions from several other jurisdictions that have issued opinions regarding metadata. These jurisdictions’ ethics boards have characterized a lawyer’s inspection of metadata as dishonest and...
consequently unethical. This Article analyzes the ABA’s recent ruling and the other metadata opinions to provide practitioners with guidance about the correct ethical approach to metadata mining. The Article only discusses the examination of metadata that takes place outside the discovery context when attorneys voluntarily exchange electronic documents.

METADATA AND THE PRACTICE OF LAW

Metadata literally means “data about data,” but this definition fails to provide one with a clear understanding of the word. A federal court has therefore explained metadata to be data that describes “the history, tracking, or management of an electronic document” and includes information such as user permissions, file names, location, format, tracked changes, commentary, and creation and access dates. Metadata can be separated into two categories: (1) application metadata, which is embedded in the file about which it provides information, such as tracked changes; and (2) system metadata, which is stored externally rather than being embedded in the file and is used by the computer’s file system to store demographics about each file, such as the last access date of a document. These two forms of readily accessible metadata combine to provide users with helpful information about their electronic documents.

Although the information that metadata provides can serve a valuable function for all users, including attorneys, it may also hurt clients when crucial information is transmitted to opposing parties through the metadata. For instance, metadata that can be helpful to attorneys, such as the creation date of a document, may become critical data that requires protection when parties in a lawsuit are trying to establish “who knew what when.” It can also be harmful for clients when during negotiations an electronic document that contains an internal “redlined” change or comment regarding the settlement amount is sent to the opposing party.

OPINIONS FIND THAT MINING METADATA IS UNETHICAL

Ethics boards from New York, Florida, Alabama, and the District of Columbia have issued guidelines for attorneys regarding the mining of metadata. All four boards have concluded that attorneys who mine opposing parties’ metadata are acting unethically.

i. New York

The New York Committee on Professional Ethics (“Committee”) was the first to publish a decision regarding the ethical obligations of attorneys in relation to metadata. In Opinion 749, issued in 2001, the Committee recognized that “modern computer technology enables sophisticated users who receive documents by electronic transmission to...
'get behind’ what is visible on the computer screen” to find potentially vital information. The Committee concluded that using technology to view metadata was in conflict with DR 1-102(A)(4) and (5) from New York's Lawyer's Code of Professional Responsibility (the “Code”). These provisions of the Code, which are equivalent to ABA Model Rule 8.4, ban conduct “involving dishonesty or fraud” that is “prejudicial to the administration of justice.” The Committee felt that the spirit of these rules would be violated because there is strong public policy in favor of preserving confidentiality, which forms the basis of the attorney-client relationship.

In 2003, the Committee expanded its ethical views regarding metadata by publishing Opinion 782. The Committee held that a “lawyer who uses technology to communicate with clients must use reasonable care with respect to such communication, and therefore must assess the risks attendant to the use of that technology and determine if the mode of transmission is appropriate under the circumstances.” Thus, when attorneys electronically transmit documents, they must ensure that their clients’ confidential information is not inadvertently disclosed. The Committee’s decision in Opinion 749 was also reaffirmed by Opinion 782, which corroborated that lawyers who receive documents through electronic transmissions have an obligation to not exploit the unauthorized or inadvertent client confidences contained within the metadata of these files.

In sum, attorneys in New York have an ethical duty to refrain from examining or utilizing metadata. Additionally, they must take reasonable precautions to prevent accidental disclosures of confidential client information through metadata.

ii. Florida

The Florida Bar's Ethics Department ("Department"), in September 2006, also issued an opinion regarding metadata. The Department approached the question in a manner that was similar to New York's Committee. First, the Department ruled that in order for Florida lawyers to maintain confidentiality under Rule 4-1.6(a) they "must take reasonable steps to protect confidential information in all types of documents and information that leave the lawyers’ offices, including electronic documents and electronic communications with other lawyers and third parties.” Second, under Rule 4-4.4(b), which parallels the MPC provision, attorneys who inadvertently obtain information through metadata must notify the sender of this fact. Lastly, the Department found that when lawyers get electronic documents or communications from other attorneys they must abstain from attempting to mine metadata that the recipients know or should know is not intended for them. Therefore, as in New York, Florida attorneys would be violating their state bar's ethical rules if they were to mine metadata.
iii. Alabama

In March 2007, the Alabama State Bar’s Office of the General Counsel (“General Counsel”) published Opinion Number: 2007-02 declaring that mining metadata is unethical. The General Counsel explicitly adopted the New York Committee’s views and ruled that a receiving attorney has an ethical obligation to refrain from examining metadata because it would constitute “an impermissible intrusion on the attorney-client relationship” in violation of Rule 8.4 of the Alabama Rules of Professional Conduct, which is based on the MPC. Additionally, similar to New York and Florida, the General Counsel determined that attorneys must use reasonable care when transmitting electronic documents to ensure that client confidences or secrets are not disclosed.

iv. District of Columbia

The District of Columbia Bar (“D.C. Bar”) became the most recent ethics committee to prohibit metadata mining when in September 2007 it issued Opinion 341: Review and Use of Metadata in Electronic Documents. This decision was not surprising since earlier in the year the D.C. Court of Appeals adopted a broader version of ABA Model Rule 4.4(b) that specifically mandated attorneys to not examine any document that they knew had been inadvertently sent. Although the D.C. Bar expressed that the purpose of the recently modified Rule 4.4(b) dealt with the inadvertent disclosure of whole documents, it found no reason why this provision should “not also apply to an inadvertently transmitted portion of a writing that is otherwise intentionally sent,” such as metadata.

THE ABA OPINION

After the New York decision in 2001, attorneys in other states were anticipating an opinion from the ABA’s Standing Committee on Ethics and Professional Responsibility (“Standing Committee”) to give them guidance on how to deal with metadata. This ruling would be important because most lawyers practice in states that use the ABA’s Model Rules as the basis for their attorneys’ ethical code.

The Standing Committee finally ruled on this matter in August 2006, and it took the opposing view of New York in issuing ABA Formal Opinion 06-442: Review and Use of Metadata. The Standing Committee first observed that the Model Rules do not contain any specific provisions that would forbid attorneys from reviewing and using metadata. According to the Standing Committee, the closest rule from the MPC that could possibly apply is Rule 4.4(b). This Rule only provides that “[a] lawyer who receives a document relating to the representation of the lawyer’s client and knows or reasonably should know that the document was inadvertently sent shall promptly notify the sender.” Thus, even if the communication of metadata was inadvertent, Rule 4.4(b) does not
comment on the ethical requirements of an attorney’s review or use of metadata. The Standing Committee noted that Comment [3] to Rule 4.4(b) indicates that this is the correct interpretation of the provision because attorneys who obtain an inadvertently sent document may, but are not mandated to return it unread, “as a matter of professional judgment.”

The Standing Committee explicitly rejected New York’s analysis that the review of metadata by attorneys would be unethical because it violates Rule 8.4 and the ban against “dishonesty, fraud, deceit, or misrepresentation.” Instead, the Standing Committee determined that the recent addition of Rule 4.4(b), adopted in 2002, shows that the intent of the MPC was to avoid any other constraints on receiving attorneys’ conduct besides the duty to provide notice to the sender about the inadvertent disclosure. The Standing Committee chose not to rule on how attorneys would determine when a transmission of an electronic document is “inadvertent” within the meaning of Rule 4.4(b) and consequently triggers the requirement to notify the opposing party.

Lastly, the Standing Committee rationalized its decision by observing that attorneys can limit the chance of inadvertently transmitting metadata in electronic documents through proactive efforts. Suggestions from the Standing Committee include: (1) limiting the creation of metadata in the first place; (2) eliminating or “scrubbing” certain embedded information before providing the file to others; and (3) supplying a different version of the document that would not contain metadata, such as a hard copy, a fax, or an image of the document. Although not stated directly in its opinion, the Standing Committee’s suggestions imply that similar to New York’s Code, the Model Rules require attorneys to protect client confidences. Thus, the ABA opinion, as a whole, places the burden solely on sending attorneys to ensure that damaging metadata is not transmitted to opposing parties.

It is important to note that New York’s Opinion 749 was issued shortly after lawyers first discovered the potential consequences of transmitting metadata. The New York Committee even noted in its ruling that it was unclear how a lawyer could ensure that unintended metadata was not transferred to another party. The ABA, on the other hand, had developed a more comprehensive understanding of metadata before adopting its position. Nevertheless, the ABA’s opinion has received criticism from legal scholars and has been unsuccessful in persuading the ethics boards of Florida, Alabama, and the District of Columbia to permit metadata mining.

MARYLAND ADOPTS ABA VIEWPOINT

Following the release of the ABA’s ethical opinion, the Maryland State Bar Association’s Committee on Ethics (“MSBA”) issued a ruling about metadata as well. The MSBA disagreed with the decisions of
other jurisdictions and chose to instead side with the ABA. The MSBA stated that there is no ethical violation when receiving attorneys use or review metadata without first checking to see whether the sender intended to transmit the metadata. Further, the MSBA reasoned that because Maryland has not yet adopted Rule 4.4(b) of the MPC, Maryland attorneys are not required to notify the lawyer who sent the documents that there may be an inadvertent transmission. Still, just like the other metadata opinions, the MSBA established that attorneys in Maryland do have an ethical obligation to use reasonable measures to prevent a client’s confidential information from being revealed through metadata.

CONCLUSION: THE CURRENT STATE OF MINING METADATA

At this time, there are conflicting views about whether attorneys may ethically mine metadata outside the discovery context. Attorneys who practice in jurisdictions where ethics boards have issued opinions regarding metadata, such as New York, Florida, Alabama, the District of Columbia, and Maryland, should abide by their board’s rulings. Lawyers in other jurisdictions, however, can still use the ABA’s advisory opinion as guidance in their ethical decisions on mining metadata. Even though the ABA’s formal opinions do not carry precedential weight, courts look to them for advice in interpreting the Model Rules that most attorneys are required to follow. Under any circumstances, all attorneys should take reasonable precautions to ensure that client confidences are not disclosed through metadata.

PRACTICE POINTERS

Practitioners should consider a number of options to ensure that unintended metadata is not revealed to opposing parties:

- Limit the amount of metadata that can be found in an electronic document. Most software programs allow users to download additional metadata removal tools or turn off features that produce metadata. For more information, visit the website of the software publisher.
- Obtain third party software products that permit users to remove metadata from specific files. These programs can also be used to eliminate metadata from emails.
- Save the document as an RTF (Rich Text Format) file before electronically transmitting it.
- Print out and scan the document to turn it into a PDF (Portable Document Format) copy, which will prevent the recipient from being able to access the original version.
- Convert the document to a PDF. This essentially changes the document’s multifaceted data into a basic image with some
very basic metadata. If the danger of revealing confidential information is high and time is not an issue, then consider providing a “hardcopy” of the document by faxing it or mailing it.
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